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DIVERSE DATA SOURCES

LOGS Firewall, VPN, Web Proxy,
DNS, AD, DHCP, Endpoint, DLP,
HR, Badge

TRAFFIC Packets, Flows, Files

3rd PARTY Alerts, Threat Feeds

SUPERVISED
UNSUPERVISED
SEMI-SUPERVISED

DATA REDUCTION
USER, HOST, AND DEVICES

DYNAMIC RISK ASSESSMENT
ADAPTIVE LEARNING WITH 
ANALYST FEEDBACK

Compromised Users/Hosts/Devices
Negligent/Malicious Insiders
Partner Network Monitoring
Alert Prioritization
Incident Investigation
Assessment

MACHINE LEARNING

DISTILL & INTEGRATE

CONTINUOUS MONITORING
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ARUBA INTROSPECT
USER AND ENTITY BEHAVIOR ANALYTICS


