What's threatening IT security and what are people doing about it?

The Ponemon Institute surveyed 3,500+ IT security leaders and practitioners and here's a glimpse at what they found.

Know Security. Know Aruba.

IoT is a threat

- 25% Less than 25% think IoT is secure
- 71% 71% think legacy IoT is tough to secure
- 60% 60% think IoT devices are a threat

Aruba ClearPass discovers what is on your network and IntroSpect UEBA monitors for compromised behavior.

The need for security with no holes

- 71% 71% want to reduce investigation time and effort
- 70% 70% said the goal is to find attacks before they do the damage

Aruba UEBA is the favored way to monitor high value assets and maximize existing SIEM investments.

AI/Machine Learning as a solution

- 60% 60% think AI will find attacks before they do damage
- 60% 60% think that machine learning will provide greater investigation efficiencies
- 68% 68% believe AI will reduce false alarms that have to be investigated

Aruba IntroSpect detects ransomware and other attacks on the inside.

Read the Ponemon Institute report for the full story

https://connect.arubanetworks.com/ponemonsecurityreport
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